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Anhang zum Positionspapier: Stellungnahme zu den Einzelregelungen im Digital-Omnibus-Paket

Die Europaische Kommission hat am 19. November 2025 ihr siebtes Omnibus-Paket vorgestellt und holt dazu Stellungnahmen bis zum
11. Méarz 2026 ein. Dieses Positionspapier nimmt zu den enthaltenen Verordnungsvorschlagen fur einen ,,Digital Omnibus® zu Daten,
einen ,,Digital Omnibus on Al“ Stellung und einen Verordnungsvorschlag tiber European Business Wallets Stellung.” Die Verordnungs-
vorschlage liegen bisher nur auf Englisch vor.

a) Digital Omnibus (Daten): Anderungen des Data Act

Vorschrift

Inhalt

Stellungnahme

Zusammenfassung von FFDR, DGA,
Data Act, Offene-Daten-RL im Data Act

Zusammenfassung grundsatzlich sinnvoll, da Systematik zurzeit unklar und
Uberschneidungen zwischen Rechtsakten.

Umwandlung der Offene-Daten-RL in Verordnungsrecht aber nicht unproblema-
tisch: Die Kontrolle Uber Informationen des 6ffentlichen Sektors, um deren Verfug-
barkeit und Weiterverwendung es nach der Richtlinie geht (Erw.-Grd. 16), kann fur
innere und auBere Sicherheit der Mitgliedstaaten relevant sein.

Alternativ zur Zusammenfassung der Regelungen zur Datenweiterverwendung im
Data Act konnten die DGA-Regelungen hierzu auch in die Offene-Daten-Richtli-
nie integriert und den Mitgliedstaaten Umsetzungsspielrdume belassen werden.

Vorratsdatenspeicherung wird getrennt
geregelt

Sinnvoll, da eigenstidndige Problematik: Zugriff auf personenbezogene Daten zu
Sicherheitszwecken.

Art. 1 Abs. 2(d)

Ubernahme der DGA-Regelungen zu
Datenvermittlungsdiensten/Daten-
altruismus in Data Act

Die Regelungen haben sich nicht bewahrt und sollten besser ersatzlos wegfallen.
Eine spatere Evaluation (Art. 1 Abs. 26 = Art. 49 Data Act n.F.) bietet keinen erkenn-
baren Mehrwert.

1

COM(2025) 836 final bzw. COM(2025) 837 final.
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https://eur-lex.europa.eu/eli/reg/2018/1807/oj/deu
https://eur-lex.europa.eu/eli/reg/2022/868/oj/deu
https://eur-lex.europa.eu/eli/reg/2023/2854/oj/deu
https://eur-lex.europa.eu/eli/dir/2019/1024/oj/deu
https://eur-lex.europa.eu/eli/dir/2019/1024/oj/deu#:~:text=Verf%C3%BCgbarkeit%20und%20Weiterverwendung%20von%20Informationen%20des%20%C3%B6ffentlichen%20Sektors
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Art. 1 Abs. 2(e)

Definition ‘medium-sized enter-
prise’/‘small mid-cap’

Mehrere Kategorien von Kleinunternehmen, fiir die Sonderregelungen gelten,
vermindern die Rechtsklarheit. Sie indizieren auch, dass die Regeln des Digital-
Omnibus die Wirtschaft weiter GbermaBig belasten.

Art. 1 Abs. 3, 4

EinflUhrung eines Weigerungsrechts
von Geschaftsgeheimnisinhabern
beim Datenzugang (Art. 4 Abs. 8, Art. 5
Abs. 11 Data Act)

Die Verpflichtung von Datenempfangern, die Geschéaftsgeheimnisse des urspr.
Dateninhabers zu schutzen, fuhrt zu schwer zu tiberblickenden Risiken flir den
Dateninhaber. Die Vereinbarung zwischen Produktnutzer und Empfanger stellt in-
soweit einen Vertrag zulasten Dritter (urspr. Dateninhaber) dar.

Rechtsunsicherheit durch Kombination stark wertungsbediirftiger Rechtsbe-
griffe (,exceptional circumstances®, ,highly likely“ ,,serious economic damage®,
»,0N a case-by-case basis®).

Der Datenzugang sollte nach Data Act wie nach EDHS-VO ausgestaltet werden.
Der Regulierungsansatz des Data Act ist insgesamt verfehlt.

Art.1 Abs. 6-14

Begrenzung des Datenzugangs fur 6f-
fentliche Stellen auf Falle ,,06ffentlicher
Notlagen® anstelle von ,,auBergewohn-
licher Notwendigkeit*

Die Begrenzung reduziert den potenziellen Aufwand fir Unternehmen und er-
scheint mit Blick auf das Ziel der Wettbewerbsfahigkeit unproblematisch.

Art. 1 Abs. 15 | Regelungen zu Cloud-Wechsel (Art. 23 | Regulierungsansatz zu hinterfragen: Neben Speichern werden sehr spezifische
ff. Data Act) werden vereinfacht (neuer | Dienste nachgefragt - Bedarf fiir die Wechselregelungen in Art. 23 ff. Data Act ist
Art. 31 Abs. 1a, 1b Data Act). insgesamt unklar.
Wechsel wird weniger durch inkompatiblen Funktionsumfang, eher durch inkom-
patible Softwarearchitekturen/Schnittstellen und Datenformate erschwert.
At. 1 Abs. 16 Wiederverwendung o6ffentlicher Daten | Sinnvoll zur Starkung von Resilienz im EU-AuBenverhaltnis.

unter Vorbehalt, dass Zugriff von Dritt-
staaten verhindert werden kann (Art.
32 Data Act)

Ausgestaltung der Regelung aber unklar: Verweisungen auf sonstige Regelungen,
wertungsbedurftige Rechtsbegriffe (,minimum amount of data permissible®;
»,reasonable interpretation®)
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https://eur-lex.europa.eu/eli/reg/2023/2854/oj/deu
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Art. 1 Abs. 17

Streichung der Regelung uber intelli-
gente Vertrage (Art. 36 Data Act)

Sinnvoll, die Regelungist unpraktikabel und fuhrt zu Rechtsunsicherheit (so die EU-
Kommission selber; COM(2025) 837 final, S. 5 und Erw.-Grd. 16).

Art. 1 Abs. 18

Ubernahme von DGA-Regelungen zu
Datenvermittlungsdiensten und Daten-
Altruismus

Die Regelungen haben sich nicht bewahrt und sollten anstelle der vorgesehenen
Straffung innerhalb des Data Act (Art. 32a ff. n.F.) besser ersatzlos wegfallen. Eine
spatere Evaluation (Art. 1 Abs. 26 = Art. 49 Data Act n.F.) bietet keinen erkennbaren
Mehrwert.

Art. 1 Abs. 18

Ubernahme von DGA-Regelungen zur
Wiederverwendung 6ffentlicher Daten

Die Ubernahme dieser Regelungen (Art. 32i ff. Data Act n.F.) ist sinnvoll.
Dadurch werden fur 6ffentliche Daten einheitliche Standards geschaffen.

Die Zusammenfiihrung mit den Regelungen der Offene Daten-Richtlinie (Art.
32n ff. Data Act n.F.) ist zwar ebenfalls sinnvoll, wegen der Bedeutung der betroffe-
nen Daten flr die souverane Informationsverwaltung der Mitgliedstaaten aber nicht
unproblematisch (s.o. Zeile 1). Insbesondere die Regelungen uber die Identifizie-
rung ,,hochwertiger Datensatze*“ (Art. 14 RL (EU) 2019/1024; Art. 32v Data Act
n.F.) enthalten zudem viele wertungsbedurftige Rechtsbegriffe. Sie tragen dadurch
kaum zur Rechtssicherheit bei.

Besser ware ohnehin eine umfassende Vereinheitlichung der Regeln fur 6ffentliche
Daten, soweit diese statistisch oder wissenschaftlich nutzbar sind:

e Der Datenzugang ist bislang zersplittert geregelt (s.a. RL 2007/2/EG; RL
2003/4/EG);

e Doppelungen in Sonderregimes wie z. B. fur Gesundheitsdaten (VO 2025/327
— EDHS) sollten fir mehr Rechtsklarheit reduziert werden (z. B. zu Rechten/Do-
kumentation/Complianceanforderungen).

Art. 1 Abs. 18

Ubernahme des Datenlokalisierungs-
verbots der FFDR in den Data Act

Die Ubernahme des Datenlokalisierungsverbots (Art. 32h Data Act n.F.) ist ver-
tretbar, aber die praktische Bedeutung wohl begrenzt. Der Wegfall der FFDR-Vor-
schriften zu Verhaltenskodizes uber Datenteilung ist wegen der begrenzten Rege-
lungswirkung vertretbar.
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https://eur-lex.europa.eu/eli/dir/2019/1024/oj/eng
https://eur-lex.europa.eu/eli/dir/2007/2/oj/eng
https://eur-lex.europa.eu/eli/dir/2003/4/oj/eng
https://eur-lex.europa.eu/eli/dir/2003/4/oj/eng
https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=OJ:L_202500327#cpt_I
https://eur-lex.europa.eu/eli/reg/2018/1807/oj/deu
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Im Interesse an einer allgemeinen Forderung von Interoperabilitdt und einheitli-
chen Datenformaten sollte dann jedoch der Anwendungsbereich der Art. 33 ff.
Data Act liber Europaische Datenrdume hinaus erweitert werden.

b) Digital Omnibus (Daten): Anderungen von Datenschutz-Grundverordnung und ePrivacy-Richtlinie

Im Vorgriff auf die Vorstellung des Digital Omnibus hatte Deutschland der Europaischen Kommission Vorschlage fur eine Vereinfachung der
DSGVO ubermittelt. Dieses ,,German proposal for simplification of the GDPR*“ wurde von Netzpolitik.org vom 23. Oktober 2025 veroffent-
licht und ist nach der Folgenabschatzung zum Digital-Omnibus-Paket in dieses eingeflossen. Deshalb wird es in der folgenden Stellung-
nahme ebenfalls berlcksichtigt.

DSGVO

Vorschrift

Inhalt

Deutsche Position Stellungnahme

Zusammenfassung von
DSGVO und e-Privacy-RL
2002/58/EG.

— Grds. sinnvoll.

Forderung des besseren | Zusatzlich beachten:
Ausgleichs zwischen be-

e Offentliches Interesse an Datennutzung bei Erfiillung behérdli-
troffenen Schutzglitern:

cher Aufgaben
* Allg. Personlichkeits- | o Digitale Souveranitat (Resilienz) gegenltiber Nicht-EU-Staaten;
recht ‘der Betroffe- aber auch Grenzen f. EU-Industriepolitik (Art. 173 AEUV)
nen einer Datenver-
arbeitung

e Wirtsch. Freiheit/Wis-
senschafts-Freiheit
der Datenverarbeiter
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https://eur-lex.europa.eu/eli/reg/2023/2854/oj/deu
https://cdn.netzpolitik.org/wp-upload/2025/11/German-Proposal-for-simplification-of-the-GDPR.pdf
https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
https://eur-lex.europa.eu/legal-content/DE/ALL/?uri=celex%3A32002L0058
https://dejure.org/gesetze/AEUV/173.html
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Art. 3Abs. 1

Neufassung der Definition
von ,personenbezogenen
Daten“ (Art. 4 DSGVO):

EinfUhrung eines ,,subjektiven Ansatzes®, der den Geltungsbereich
des Gesetzes auf Situationen beschrankt, in denen eine Person
von einem bestimmten Unternehmen identifiziert werden kann.

Die Neuregelung setzt EUGH C-413/23 P - EDSB um. Sie geht aber
mit dem Risiko einher, dass Unternehmen strategisch zwar fur
sich selbst ausschlieBen, dass sie personenbezogene Daten
sammeln, aber dass sie zugleich sicherstellen, dass Sie ihren Ge-
schaftspartnern Daten zur Verfugung stellen, die dort personen-
bezogen sein kdnnen (ohne dass die Betroffenen mit diesen ande-
ren Unternehmen eine direkte Beziehung haben). AuBerdem wird
die Beurteilung der Datensammlung nach DSGVO durch stark wer-
tungsbedurftige Begriffe erschwert (,not [...] personal [...] where
that entity cannot identify the natural person [...] taking into ac-
count the means reasonably likely to be used by that entity.”). In-
soweit durfte die Neuregelung erhebliche Beweisschwierigkei-
ten in Streitfallen mit sich bringen.

Besserware es, den Anwendungsbereich der DSGVO insgesamt
genauer an den relevanten Grundrechtsfragen auszurichten
und insbesondere zwischen staatlicher und unternehmerischer
Datenverarbeitung zu differenzieren.

Prafung eines 3-Layer-
Model (s. z.B. Wende-
horst): Umfangreiche
Pflichten fur GroBunter-
nehmen, regulare Pflich-
ten, verminderte Pflich-
ten/Ausnahmen fur KMU

Abzulehnen: Die Schutzbediirftigkeit Betroffener hangt nicht
vonder GroBe des verarbeitenden Unternehmens, sondernvon
den Risiken der Verarbeitung ab (,same risk—same regulation®).

Datenschutzvorgaben mussen sich zudem auf das Erforderliche
beschranken, um mit der unternehmerischen Freiheit (Art. 16
GRCh) vereinbar zu sein. Die erforderlichen Vorgaben kénnen von
groBen Unternehmen sogar i.d.R. besser umgesetzt werden als
von kleineren. GroBunternehmen haben hierfur mehr Ressourcen.
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https://curia.europa.eu/juris/document/document.jsf;jsessionid=D38861A74DF5B58DB24657C1C6CB8000?text=&docid=303863&pageIndex=0&doclang=DE&mode=lst&dir=&occ=first&part=1&cid=1568557
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Response_-_Simpler__fairer__more_effective.pdf
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Response_-_Simpler__fairer__more_effective.pdf
https://www.europeanlawinstitute.eu/fileadmin/user_upload/p_eli/Publications/ELI_Response_-_Simpler__fairer__more_effective.pdf
https://dejure.org/gesetze/GRCh/16.html
https://dejure.org/gesetze/GRCh/16.html

Vorschrift | Inhalt Deutsche Position Stellungnahme
und nicht-wirtschaftliche | Besserware es, den Anwendungsbereich der DSGVO insgesamt
Tatigkeiten prufen genauer an den relevanten Grundrechtsfragen auszurichten
und insbesondere zwischen staatlicher und unternehmerischer
Datenverarbeitung zu differenzieren.
Art. 3Abs. 2 | Ruckkopplung des Zweck- | --- Sinnvolle Klarstellung.
bindungsgrundsatzes (Art.
5 Abs. 1 lit. b DSGVO) an
die Zweckbegrenzungsre-
gelung in Art. 6 Abs. 4
DSGVO
Erw.-Grd. Datennutzung fiir Kl-Trai- | Safe Harbor, um KI-Sys- | Der Digital Omnibus verzichtet auf eine Anderung des Geset-
30f. ning sollte als ,berechtig- | teme  DSGVO-konform | zestextes (Art. 6 Abs. 1 lit. f DSGVO). Die Regelung reicht damit
tes Interesse® anerkannt | aufzusetzen. nicht aus zur Schaffung von Rechtssicherheit. Hierflir waren im
werden. Ubrigen auch Regelungen fiir die Nutzung von urheberrechtlich
geschutzten Inhalten und Geschéaftsgeheimnissen fur das Training
von KI-Modellen erforderlich.
Art. 3Abs. 3 | Einschrankung des Schut- | Zugriff auf bes. ge- | Die Freistellung der Nutzung besonders geschutzter Daten fur
zes fur bes. geschutzte Da- | schutzte Daten (Art. 9 | Zwecke des Kl-Trainings dient dem Schutz unternehmerischer

ten (Art. 9 DSGVO) fur Falle
des Trainings von KlI-Mo-
dellen und fur Verarbeitung
biometrischer Daten zur
Identitatsprufung

DSGVO) sollte (nur) in
Notsituationen (z. B. Pan-
demie) vereinfacht wer-
den.

Freiheit (Art. 16 GRCh) bei der Entwicklung innovativer Kl-Pro-
dukte, aber schrankt den Grundrechtsschutz fiir Betroffene
empfindlich ein.

Die Vorgabe, dass geeignete (,appropriate“) technische und or-
ganisatorische MaBnahmen getroffen werden mussen, um die
Sammlung relevanter Daten zu minimieren und solche Daten zu
schutzen (Art. 9 Abs. 5 DSGVO n.F.), reicht nicht aus. Zusatzlich
musste die Rechtsposition der Betroffenen gestéarkt werden, z. B.
durch eine Vermutungsregelung in Bezug auf Schaden. Die Verein-
barkeit mit Art. 7, 8 GRCh ist daher zweifelhaft.
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https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
https://dejure.org/gesetze/GRCh/7.html
https://dejure.org/gesetze/GRCh/8.html
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Der Unionsgesetzgeber wird mit der Regelung davon abgesehen
seiner Schutzpflicht mit Blick auf Ausbeutungsrisiken zum
Nachteil von Verbrauchern nicht gerecht.

Die Nutzung biometrischer Daten soll auf Falle beschrankt sein,
in denen die Daten unter alleiniger Kontrolle des Grundrechts-
betroffenen stehen. Die Regelung erscheint vertretbar.

Der deutsche Vorschlag ist sinnvoll.

Art. 3Abs. 4

Einschrankung der kosten-
freien Information Uber die
Datenerhebung bei der be-
troffenen Person oder an-
derweitig (Art. 12 Abs. 5
DSGVO).

Beschrankung miss-
brauchlicher Auskunfts-
anfragen (Art. 15, 57
DSGVO).

Die Regelung des Digital Omnibus schrankt das Recht auf kosten-
freie Information fur missbrauchliche Auskunftsanfragen ein, wo-
bei die Beweislast fur einen Missbrauch beim Datenverarbeiter
liegt. Die Regelung erscheint vertretbar.

Die deutschen Vorschlage sind dagegen zu schwerfallig.

Art. 3Abs. 5

Begrenzung der Informa-
tion uber die Datenerhe-
bung bei der betroffenen
Person (Art. 13 Abs. 4
DSGVO)im Rahmen beste-
hender Rechtsverhaltnisse
und bei schon vorhande-
ner Information beim Be-
troffenen.

Verminderung von Infor-
mationspflichten (Art. 13
DSGVO): Unternehmen
sollten relevante Infor-
mationen nur auf eigener
Website vorhalten.

Die Regelung des Digital Omnibus schrankt das Recht auf Infor-
mation in Fallen ein, in denen der Betroffene die Informationen zur
Wahrnehmung seiner Rechte nicht benoétigt. Die Regelung enthalt
viele wertungsbedurftige Rechtsbegriffe (,,clear and circumscri-
bed relationship”; “activity that is not data-intensive”;
“reasonable grounds®) und erscheint damit kaum praktikabel.
Besser ware es, die Betroffenen schlichtweg an den Kosten der In-
formationsbereitstellung zu beteiligen.

Der deutsche Vorschlag ist problematisch wegen Manipulati-
onsrisiken. Wenn Uberhaupt, sollten relevante Informationen auf
vertrauenswdurdigen Drittseiten vorgehalten werden.

Die Ausnahmen (Weitergabe an Dritte; besondere Schutzbedurf-
tigkeit) zeichnen grundrechtliche Grenzen nach. Diese Ausnah-
men durften also grundsatzlich zwingend sein.
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https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de

Vorschrift | Inhalt Deutsche Position Stellungnahme

Art. 3Abs. 6 | Einschrankung der kosten- | --- Die Regelung schrankt die Méglichkeiten zur Datennutzung zu
freien Information Uber die wissenschaftlichen Zwecken ein. Sie enthalt viele wertungsbe-
Datenerhebung zu wiss. durftige Rechtsbegriffe (,disproportionate effort“; ,,seriously im-
Zwecken pair®; ,appropriate measures®) und erscheint damit kaum prakti-

kabel.. Besser ware es, die Antragsteller schlichtweg an den Kos-
ten der Informationsbereitstellung zu beteiligen.

Art. 3Abs. 7 | Begrenzung des Rechts, | --- Die Regelung beschrankt den Rechtsschutz. Die tragt allerdings
kein Gegenstand automa- dem Umstand Rechnung, dass das Rechtin der Praxis ohnehin nur
tischer Datenverarbeitung auf dem Papier besteht. Sie erscheint vertretbar.

(inkl. Profiling) zu sein (Art.
22 Abs. 1 DSGVO)

Art. 3Abs. 8 | Verlangerung der Fristen | Notige Vereinfachung der | Die Regelungen des Digital Omnibus erleichtern den Rechts-
fur die Meldung von Verlet- | Meldung von Verletzun- | schutz fur Betroffene und reduzieren tendenziell den behordli-
zungen; einheitliche Mel- | gen; Ersetzung der 72- | chen Aufwand. Sie erscheinen daher sinnvoll.
destelle und Ubergangsre- | Stunden-Frist durch Frist
gime; Formulare (Art. 33 | v. 3 Arbeitstagen (Art. 33
DSGVO). DSGVO).

Art. 3Abs. 9 | Prazisierung der Notwen- | --- Die Regelung sieht Vereinheitlichungen vor (,common template®),
digkeit und Anforderungen aber verwendet wertungsbedurftige Begriffe hinsichtlich der fest-
an Datenschutz-Folgenab- zulegenden Anforderungen. Im Interesse der Rechtsklarheit ware
schatzungen (Art. 35 es sinnvoll, wenn zumindest die Branchen definiert wirden, in
DSGVO) denen Datenschutz-Folgenabschéatzungen vorzunehmen sind.

Art. 3 Abs. | Erméachtigung der EU- | Klarstellung:  Anonymi- | Die Regelung im Digital Omnibus kann keine Rechtssicherheit

10 Kommission zu delegierter | sierte Daten sind keine | schaffen: Der Wegfall des Personenbezugs ist Tatsachenfrage.

Rechtsetzung in Bezug auf
Pseudonymisierung

personenbezogenen Da-
ten — aber: Anonymisie-
rung ist Verarbeitung
schutzwurdiger Daten.

Die Regelung ist abzulehnen.

Der deutsche Vorschlag ist dagegen zur Klarstellung des Be-
griffs ,,Datenverarbeitung® sinnvoll.
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https://eur-lex.europa.eu/eli/reg/2016/679/oj?locale=de
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--- --- In Art. 42 ff. DSGVO st | Der Digital Omnibus hat den deutschen Vorschlag nicht aufge-
mehr Raum fur Zertifizie- | griffen. Der Vorschlag erscheint dennoch sinnvoll.

rungen zu geben; insb.
durch Madoglichkeit einer
Hersteller-/Lieferan-
tenzertifizierung, statt al-
lein Verarbeiter haften zu
lassen.

--- Zusatzliche Regelungen | Die deutschen Vorschlage wurden im Digital Omnibus nicht auf-
zum Jugend-/Verbrau- | gegriffen, erscheinen aber sinnvoll.
cherschutz.

--- Leitlinien  far Daten-
schutz bei Archivierung.

--- Erleichterung der Daten-
nutzung fur F&E, wenn
konkreter Nutzungs-
zweck bei Datensamm-
lung noch unbekannt.

c¢) DSGVO und ePrivacy-RL (RL 2002/58/EG)

Vorschrift Inhalt Stellungnahme

Art. 3 Abs. 15; | Einschrankung der Platzierung von Der Umstand, dass der Digital Omnibus nicht lediglich einen Opt-out flr Tracking

Art. 5 Abs. 2 Cookies u.a. auf den Nutzer-Endgera- Cookies vorsieht, wie es zuvor in der Presse kolportiert wurde, ist zu begrtBen. Tra-
ten; insofern Neuregelung in Art. 88a, cking Cookies sind AGB- und datenschutzrechtlich problematisch. Die Nut-
88b DSGVO ausgehend vom bisheri- zung sollte auf Dauer zugunsten datenschutzfreundlicherer Technologien wie z. B.
gen Art. 5 Abs. 3RL 2002/58/EG. einer Entscheidungsmaske im Webbrowser (vgl. Art. 88b Abs. 6 DSGVO)
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https://eur-lex.europa.eu/eli/dir/2002/58/oj/deu
https://eur-lex.europa.eu/eli/dir/2002/58/oj/deu
https://eur-lex.europa.eu/eli/dir/2002/58/oj/deu
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eingeschrankt werden. Dabei ist jedoch zu berucksichtigen, dass die zentrale Steu-
erung von Einwilligungen z. B. Uber einen Webbrowser schwer zu implementieren
ist, weil Einwilligungen zweckgebunden erteilt werden. Die vorgeschlagenen Rege-
lungen sollten deshalb Uberpruft werden, um einen fairen Ausgleich der Interessen
von Vermittlungsdiensten, der Werbewirtschaft und der Verbraucher als Grund-
rechtstrager zu erreichen.

Davon abgesehen sollte gepruft werden, RL 2002/58/EG zur Rechtsklarheit insge-
samt in die DSGVO zu integrieren.

Art. 5 Abs. 1

Streichung von Art. 4 RL 2002/58/EG

Die zu streichende Vorschrift macht Vorgaben zur Sicherheit der Datenverarbei-
tung, durfte aber durch Art. 25 DSGVO und RL 2022/2555 (NIS 2) Gberholt sein.

d) Digital Omnibus (Daten): Anderungen der NIS 2-Richtlinie

Vorschrift

Inhalt

Stellungnahme

Art. 6-9

Einheitliche Meldestelle fur IT-Sicher-
heitsvorfalle (NIS2-RL, eIDAS-VO, Criti-
cal Entities-VO, DORA; DSGVO)

Die Regelungen des Digital Omnibus erleichtern den Rechtsschutz fur Be-
troffene und reduzieren tendenziell den behordlichen Aufwand. Sie erscheinen
daher sinnvoll.

e) Digital Omnibus on Al: Anderungen der KI-Verordnung

Vorschrift

Inhalt

Stellungnahme

Der Digital Omnibus on Al soll Umset-
zungsschwierigkeiten ausraumen, die
den effektiven Anwendungsbeginn der
Hauptvorgaben der KI-VO gefahrden
kdonnten (COM(2025) 836 final, S. 2)

Anderungen der KI-VO reichen nicht aus zur Schaffung von Rechtssicherheit
und zur Verminderung blirokratischer Lasten. Daflir ware es insbesondere auch
notig, die Pflichten-/Haftungsverdoppelungen durch KI-VO einerseits und DSGVO/
AVMD/DSA/RL uber unlautere Geschaftspraktiken usw. andererseits zu beseitigen.
AuBerdem werden die relevanten Risiken nach der gegenwartigen KI-VO fast alle
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als potenziell systemisch angesehen (Ausn.: Art. 51 ff.). Hier wéare zu differenzie-
ren, um der Marktbedeutung des jeweiligen Einsatzes starker Rechnung zu tragen.

Anklndigung von 13 weiteren Leitlinien
zur Konkretisierung der KI-VO und zur
Erleichterung ihrer Anwendung

Eine Vielzahl erganzender Leitlinien tragt nicht zur Rechtssicherheit und An-
wendungserleichterung bei. Die Notwendigkeit solcher Leitlinien indiziert einen
missgluckten Regelungsansatz der KI-VO. Die Leitlinien erhéhen den Umsetzungs-
aufwand zudem in einem MaBe, das uberhaupt nur durch groBere Unternehmen zu
bewaltigen sein dirfte.

Art. 1 Abs. 1, 3 | Erweiterung der Privilegierung von Mehrere Kategorien von Kleinunternehmen, fiir die Sonderregelungen gelten,
Kleinunternehmen (SMC neben SME). | vermindern die Rechtsklarheit. Sie indizieren zudem, dass die Regeln der KI-VO
auch nach dem Digital-Omnibus on Al die Wirtschaft UbermaBig belasten. Besser
ware jedenfalls eine Ausnahme, die die Regulierung bei geringem Umfang des Ein-
satzes von Kl unabhangig von der UnternehmensgroBe zurucknimmt.

Art. 1 Abs. 4 Neufassung: Statt Anforderungen an Die Regelung enthéalt nur eine vage Vorgabe, die nicht beachtet, dass einerseits die
KI-Kompetenz in Art. 4 KI-VO nun Un- EU-Kommission keinen Bildungsauftrag und andererseits die Mitgliedstaaten oh-
terstltzung der KI-Bildung (Al literacy). | nehin alle noétigen rechtlichen Kompetenzen haben, die KI-Bildung zu fordern (Art.

4 Abs. 1, Art. 5 Abs. 1, 2 EUV). Die Regelung hat keinen erkennbaren Mehrwert.

Art. 1 Abs. 5, 7 | Berechtigung zur Verwendung perso- Die Regelung definiert enge Bedingungen, unter denen ein besondere Kategorien
nenbezogener Dateni.S. des Art. 9 personenbezogener Daten fur die ldentifizierung von Verzerrungen (,,bias“) ange-
DSGVO (s. Erw.-Grd. 6) zum Kl-Training | nommen werden konnen. Sie stltzt sich dabei auf wertungsbedurftige Begriffe
anstelle des bisherigen Art. 10 Abs. 5 (»,exceptionally process®; ,,suitable safeguards®). Die Regelung tragt weiter nur be-
KI-VO (Art. 4a KI-VO n.F.). grenzt zur Rechtsklarheit bei.

Art. 1 Abs. 6, | Neuregelung der Selbsteinschatzung Die Neuregelung reduziert den Verfahrensaufwand, weil die Notwendigkeit der

14 als Betreiber von Nicht-Hochrisiko-KI Registrierung in einer EU-Datenbank entfallt. Sie ist zu begrtBen.

(Art. 6 Abs. 4, 49 Abs. 2 KI-VO).
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Art. 1 Abs. 8

Anforderungen an die technische Do-
kumentation von Hochrisiko-KI-Syste-
men (Art. 11 Abs. 1 UAbs. 2).

Die Dokumentationsanforderungen der KI-VO sind insgesamt problematisch: Sie
sind sehr umfangreich und weichen zudem vom allgemeinen Marktordnungs-
rechts ab, wonach staatliche Stellen nur bei Missbrauchen und konkret drohenden
Gefahren in den Markt eingreifen. Die Pflichten ermdglichen vielmehr eine engma-
schige Uberwachung wie z.B. im Finanzaufsichtsrecht, wo Systemgefdhrdungen
abzuwenden sind. In Hinblick auf Hochrisiko-KI-Systeme ist die neugefasste Rege-
lung samt der Begrenzungen fur kleine Unternehmen aber vertretbar.

Art. 1 Abs. 9

GroBenabhangige Anforderungen an
Qualitdtsmanagementsysteme (Neu-
fassung Art. 17 Abs. 2 KI-VO)

Die Regelung ist unklar, da sie Anforderungen in Bezug auf ein seinerseits wer-
tungsabhangiges Ziel definiert (,,respect the degree of rigour and the level of pro-
tection required to ensure the compliance®).

Art. 1 Abs. 10-
15

Verschiedene Anderungen zu Notifizie-
rungen, Konformitatsbewertungen und
Praxisleitfaden (Art. 28-30, 43, 50 K-
VO).

Die Anderungen dienen der Verwaltungsvereinfachung und Verfahrensbeschleu-
nigung. Insofern sind sie zu begriBen.

Art. 1 Abs. 16

Uberwachung von Praxisleitfaden: Teil-
hochzonung zur EU-Kommission
(Art. 56 Abs. 6 KI-VO).

Die Vorschrift kann — sofern man diese fur erforderlich halt — zu einer effektiveren
Aufsicht beitragen und erhéht fiir die Marktteilnehmer die Ubersichtlichkeit des
Aufsichtssystems. Insofern ist sie zu begriiBen.

Art. 1 Abs. 17-
19

Ermachtigung zu KlI-Reallaboren auf
EU-Ebene; weitere Regelungen zu Kl-
Reallaboren (Art. 57 Abs. 3a KI-VO
n.F.).

Die Notwendigkeit von KI-Reallaboren (Art. 57 ff. KI-VO) ergibt sich allein daraus,
dass Kl in der EU einer weitgreifenden speziellen Uberwachung unterworfen wird,
mit Pflichten, die sich gleichwohl mit anderen Regelungen Uberschneiden (DSGVO,
Verbraucherschutzrecht usw.). Insofern wird der Marktbedeutung der Kl je nach
Einsatzzweck zu wenig Rechnung getragen, wenn die Risiken grundséatzlich als (zu-
mindest potenziell) systemische Risiken reguliert werden. Die Regelungen zu Kl-
Reallaboren belegen insofern die bestehende Uberregulierung.

Art. 1 Abs. 20

Neuregelung zur Testung von Hochri-
siko-KI-Systemen unter realen

Die Vorschrift steht geradezu quer zum Regelungsansatz der KI-VO, der KI-Sys-
teme nach ihrem (potenziell systemischen) Risiko abgestuft reguliert und nur
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Bedingungen auBerhalb von Reallabo-
ren (Art. 60a n.F. KI-VO).

Reallabore und diese bisher nur auf mitgliedstaatlicher, regionaler oder lokaler
Ebene - d.h. bei begrenzten Auswirkungen im Fall der Risikorealisierung — vorsieht.

Die Vorschriftist zudem schon jetzt durch die Entwicklung tiberholt: In den letz-
ten Jahren wurden KI-Modelle mit allgemeinem Verwendungszweck — wenngleich
nicht definierte Hochrisiko-KI-Systeme — im Markt ausgerollt. Die weit verbreitete
Nutzung, um die Systeme unter realen Bedingungen zu testen und zu verbes-
sern, ist zwar weiterhin nicht der gesetzliche Regelfall, aber praktisch ein we-
sentlicher Bestandteil der Entwicklung bzw. Weiterentwicklung von KI-Systemen.

Art. 1 Abs. 21, | Ausnahmen von Vorgaben zu Quali- Auch diese Regelungen sind notwendig, weil die KI-VO mit ihrem — ohne Differen-
23 tatsmanagementsystemen fir Kleinun- | zierungen auf potenzielle Systemrisiken ausgerichteten Ansatz —einzelfallabhangig
ternehmen; Beratung (Art. 63 Abs. 1, zu unverhaltnismasigen Anforderungen fithren kann. Anstelle einer Regelung
Art. 70 Abs. 8 KI-VO n.F.). abhangig von der UnternehmensgroBe ware es auch in diesem Kontext besser, die
Regulierung bei geringem Umfang des Einsatzes von Kl unabhéangig von der Un-
ternehmensgroBe zurickzunehmen.
Art. 1 Abs. 25, | Zustandigkeitskonzentration fiir Markt- | Die Anderungen dienen der Verwaltungsvereinfachung und kénnen — sofern man
26 Uberwachung auf EU-Ebene; behordli- | diese far erforderlich halt — zu einer effektiveren Aufsicht beitragen. Insofern sind
che Kooperation (Art. 75, 77 KI-VO). sie erneut zu begriBen.
Art. 1 Abs. 27, | Verhaltenskodizes und Leitlinien fur Anstelle einer Regelung abhangig von der UnternehmensgroBe sollte erneut der
28 Kleinunternehmen (Art. 95, 96 Abs. 1 Umfang des Einsatzes von KI-Technologie im Unternehmen maBgeblich sein. Bei
KI-VO) allen Unternehmen mit nur geringem Kl-Einsatz ist die behdrdliche Unterstutzung
durch vereinfachende Leitlinien/Verhaltenskodizes gleichermaBen sinnvoll.
Art. 1 Abs. 29 | Erweiterung der Regelungen zu Durch- | Die Vorschrift regelt weiter nur die hoheitliche Durchsetzung durch Behorden der

setzung und Sanktionen auf zusatzli-
che Kleinunternehmen (Art. 99 KI-VO)

Mitgliedstaaten. Hinsichtlich des zivilrechtlichen Rechtsschutzes ist sie offen. Dies
verursacht Rechtsunsicherheit beziiglich der Frage, welche Relevanz die Anfor-
derungen der KI-VO Uberhaupt in Zivilrechtsverhaltnissen haben.
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Art. 1 Abs. 30,
31

Hinausschieben des Anwendungsbe-
ginns der KI-VO (Art. 111, 113 KI-VO).

Die Regelungen sind schon wegen des verfehlten Regulierungsansatzes der Kl-
VO zu begriBen. Besser wire es, die Verordnung wiirde insgesamt zurlickge-
nommen und eine Neuregelung getroffen, die Risikoschutz und Innovations-
forderung besser austariert.

f) Verordnungsvorschlag iiber EU-Brieftaschen fiir Unternehmen (European Business Wallets)

Vorschrift Inhalt Stellungnahme
Art. 2 Anwendungsbereich: Bereitstellung Die Europ. Business Wallet sollte nicht nur fur Unternehmen, sondern auch far son-
und Annahme von Europ. Business dern auch far Datentransfers im Rahmen von Forschung und Entwicklung nutzbar
Wallets und daflr geeignete Inhaber- sein.
Identfizierungsdaten; Einsatz von Eu-
rop. Business Wallets.
Art. 6 Abs. 1 Funktionen von Europ. Business Wal- Sinnvolle Regelung, insb. soweit auch eine Interaktion zwischen Europ. Business
lets Wallets und European Digital Identity Wallets sicherzustellen ist. Allerdings sollten
auch passende ldentitatsfunktionen flr Forschung und Entwicklung geschaffen
werden.
Art. 7 Abs. 2 Anbieter von Europ. Bus. Wallets mus- | Die Regelung ist vertretbar, um die Rechtsdurchsetzung gegenuber den Anbietern
sen Sitz in EU haben. und damit ihre Vertrauenswurdigkeit gewahrleisten zu kdnnen.
Art. 9 Abs. 1 Nutzung von einem Unternehmen zu- Neben Unternehmen sollten auch Forschungsinstitutionen eine einheitliche Ken-
gewiesenen einheitlichen Kennungen nung erwerben kdnnen. Die Mdglichkeit zum ldentitatsmanagement Uber Europ.
Business Wallets durfte auch im Kontext von Forschung und Entwicklung auBer-
halb des Unternehmenskontexts relevant sein kdnnen.
Art. 9 Abs. 2 Zuweisung einer einheitlichen Ken- Neben den einheitlichen Kennungen, die von den Mitgliedstaaten nach Vorschrif-

nung aufgrund einer Durchfuhrungs-
Rechtsakts

ten zur Umsetzung der RL 2017/1132 vergeben werden, sollten auch durch
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internationale Organisationen entwickelte Kennungen wie z. B. der Legal Entity
Identifier von GLEIF als unionsweit gultige ,,einheitliche Kennung®“ anerkannt wer-

den kdénnen.

Art. 10 Abs. 4

Verzeichnis fur Inhaber von European
Business Wallets

AuBerdem sollte es ein frei einsehbares Verzeichnis geben, das Auskunft uber Nut-
zungsbeschrankungen fur Signaturen gibt, die unter Nutzung einer Europ. Business
Wallet erteilt werden.
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